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 ABSTRACT:  

 

As cloud computing becomes prevalent, more and more sensitive information are being centralized into 

the cloud. For the protection of data privacy, sensitive data usually have to be encrypted before 

outsourcing, which makes effective data utilization a very challenging task. Existing techniques are 

focusing on multi-keyword exact match or single keyword fuzzy search. Wang’s scheme was only 

effective for a one letter mistake in keyword but was not effective for other common spelling mistake. We 

propose an efficient multi-keyword ranked search scheme based on wang et al’s scheme. We develop a 

new method of keyword transformation based on the uni-gram, which will simultaneously improve the 

accuracy rate and ability to handle spelling mistakes. 

  

Index Terms: Multi-keyword, Fuzzy search, Encryption  
 
                     I.    INTRODUCTION 

 

Due to the various benefits of cloud computing, 

various individuals and enterprises are interested in 

storing more sensitive data such as customers 

information, personal health records, emails, secret 

files of government to the cloud. By storing their data 

into the cloud, the data owners can be relieved from 

the burden of data storage and maintenance so as to 

enjoy the on-demand high quality data storage 

services. However, the fact that data owners and 

cloud server are not in the same trusted domain may 

put the outsourced data at risk, as the cloud server 

may longer be fully trusted in such a cloud 

environment due to some reasons, so the cloud 

environment may leak an information to 

unauthorized entities or be hacked. For retrieving the 

data in a most secure and privacy preserving method 

the keyword search techniques is used and to search 

the data in more efficient manner. The fuzzy  

keyword search is introduced. So efficiency of 

fuzzy keyword search is the main aspect in the 

security of data retrieval. 
 

II. LITERATURE REVIEW 

 

Under this topic we are using different kind of papers 

for improving our project result. The newly added 

traits on here is, to implement more then one 

misspelled word in the given keywords by using uni-

gram method. To improve accuracy of search result 

and to enhance user searching experience it is crucial 

for ranking system to support multiple keyword 

search, as a single keyword search of an yields far too 

coarse results [2]. Recently, the importance of fuzzy 

search has receive attention in the context of plaintext 

searching in information retrieval community 

[4],[5],[6]. For privacy, several Search request 

Access control ADMIN USER Cloud 

serverresearches which works under single owner 

model are motivated by secure searches over 

encrypted cloud data but in practical cloud server not 

just support single owner model but also support 
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multi owner scheme to deal with Privacy Preserving 

Ranked Multi model(PRMSM) [1],[3].  

 

III.   EXISTING SYSTEM 

 

In this section, we first describe the main steps of our 

scheme and subsequently discuss the differences 

between our scheme and the original scheme. This 

method is effective for a one letter mistake in 

keyword. Finally, we will present additional details 

of our scheme. In previous work they are proposed a 

technique called, multi-keyword exact match or 

single keyword fuzzy search. It is purely based on 

Locality-Sensitive Hashing (LSH) it relays on [18], 

Bloom Filtering, Bi-gram.  

3.1 Disadvantages:  

 occur more spelling mistakes in a keyword, 

it is not effective.  

 

 

 

IV.   PROPOSED SYSTEM 

 

Here we are implementing the new techniques to 

improvise the features of an existing system. The 

newly proposed features are added in this system is, 

To allow multi-keyword fuzzy search scheme. We 

develop a new method of keyword transformation is 

based on Uni-gram. Then indexed the database, for 

provide more security with the help of Triple DES. It 

may provide more accuracy, neglecting the use of 

predefined dictionary and reduced the searching time.  

4.1 Advantages:  

 

guarantee.  

he problem of multiple mistakes in 

given keyword.  

 

 

V.    MODULES DESCRIPTION 

 

In this project, we are having three modules. Namely,  

1. System Formation.  

2. Cloud Server.  

3. Data Requesting.  

 

Now, we are going to explain the each module in 

briefly and the system architecture is depicted in 

following figure 1  

Figure 1  

5.1 System Formation:  

System Formation is entirely related to admin 

processes. So it is also called as admin module.  

To give an authority for user, to registration, file 

access permission and updating of database. The few 

other process of the system is given,  

Decryption are done.  

e 

searching.  

 

5.2 Cloud Server:  

The system process are held at in this phase is, given 

as the list of below.  

duration.  

server.  

ved at the above 

mentioned storage.  

 

5.3 Data Requesting:  

This module is described on user related process as 

specified in system architecture. The user operations 

of this module is follows,  

 

the request from the user to admin and 

cloud storage is, for get authority and data access 

respectively.  

system with the help of admin to user.  

 

CONCLUSION 

 

As the results of this project is gives, for the first time 

to formalize and solve the problem of supporting 

efficient yet privacy-preserving fuzzy search for 

achieving effective utilization of remotely stored 

encrypted data in cloud. And also multi keyword 

fuzzy search system differential with new privileges 

is addressed.  

6.1 Future Work:  

For furthermore works are implement by using this 

paper is suggested as follows, the way input given is 

in the form of voice recoganization method and give 

a way to add other few security related properties, are 

implemented in this project.  

6.2 Result:  

The appropriate result for a cloud related search are 

implemented by this method. It provide effective and 

accurate result for encrypted cloud data searching.  
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